
Information Security Basic Policy 
 

Pacific Bridge Media & Consulting Inc. (PBMC) recognizes the importance of protecting the information assets entrusted to us 
by our customers from threats such as accidents, disasters, and crimes. In order to live up to the trust of our customers and 
society, we will engage in company-wide information security efforts based on the following policy.

1.Responsibility of Management
PBMC will strive to improve and enhance information security in an organizational and continuous manner, led by 
management.

2.Development of Internal System
PBMC will establish an organization for the maintenance and improvement of information security, and will establish 
information security measures as official internal regulations.

3.Employee Initiatives
PBMC will acquire the knowledge and skills necessary for information security and solidify our commitment to information 
security.

4.Compliance with Laws and Contractual Requirements
PBMC will comply with laws, regulations, norms, and contractual obligations related to information security, and will meet 
the expectations of our customers.

5.Response to Violations and Incidents
PBMC will appropriately address any violations of laws, breaches of contracts, or incidents related to information security, 
and will strive to prevent recurrence.
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